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Cyber threat alert: Verify if
your data was compromised

Lock up Aadhaar biometric, keep a close tab on SMSinbox, credit report

BINDISHA SARANG

Analleged databreach involving 815
million Indians hassurfaced on the
Dark Web. Accordingto media reports,
millionsof Indians’ Aadhaarand
passportdetails, names, phone
numbers, and temporary and
permanent addresses have beenstolen.
SaysRitesh Bhatia, cyber-crime
investigator, cybersecurity, and data
privacy consultant, “Investigations by
several hacker groupsshow that the
number could be much smaller —afew
lakhs. Nonetheless, it’s important to
take a fewmeasuresafter this breach,
besides being constantly vigilant.”

Measures you should take
Thefirststep youshould take, according
toBhatia, istolock your biometrics for
additional security. Your biometric data
isstored securely in the Aadhaar
system. Usingthe mAadhaarapp, you
canlock and unlock yourbiometrics at
your convenience. Says Bhatia, “You
canalso lock your biometrics fromthe
www.uidai.gov.in website.”

Know your status
By runningafew checks, itis possible to
learnifyouareamongthosewhosedata
hasbeencompromised.Says
Ajay Setia, chiefexecutive
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